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FOREIGN INTELLIGENCE SURVEILLANCE ACT OF J{978

JUNE 8, 1978 —Ordered to be printed

Mr. Boranp, from the Permanent Select Committee on Intelligence,
v submitted the following ‘ .

REPORT
together with .

SUPPLEMENTAL, ADDITIONAL, AND DISSENTING
- VIEWS

{To accompany H.R. 7308 which on November 4, 1977, was referred jointly to the
Committee on the Judiciary and the Permanent Select Committee on Intelli-
gence] S '

The Permanent Select Cominittee on Intelligénce, to whom was

referred the bill (H.R. 7808) to amend title. 18, United States Code, to .

authorize applications for a court order approving the use of elec-
tronic surveillance to obtain foreign intelligence information, having
considered the same, report favorably thereon with amendments and
recommend that the bill as amended do pass.

AMENDMENTS -

Strike all after the enacting clause and insert in lieu thereof:

fThat this act may be cited as-the “Foreign Intelligence Surveillance Act of
1978, } : -
TABLE OF. ICONTENTS

TITLE I—ELECTRONIC SURVEILLANCE WITHIN THE UNITED STATES FOR
FORBIGN INTELLIGENCE PURPOSES .
Sec. 101. Definitions. -

Sec. 102. Authorization for electronic surveillance for foreign intelligence purposes.
Bec. 103. Special courts. .
- Sec. 104. Application for an order.
Sec. 105. Issuance of an order.
Sec. 106, Use of information. o
Sec. 107. Report of eléctronic sufveillance.
Sec. 108. Congressional oversight.
- Sec. 109, Penalties. B -
See. [110.. Civil Hapility. = .. . .

: : >+ TITLE II*~CONFORMING AMENDMENTS
Sec. 201. Amendments to chapter 119 of title 18, United States Code.

TITLE III—EFFECTIVE DATE
Sec. 301. Effective date.
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cover, obtain or suppress any information obtained from electronic

surveillance, and the Government certifies that no information ob-

tained or derived from an electronic surveillance has been or is about
to be used by the Government before that court or other authority.

When such a motion or request is made, it will be heard by the
:Special Court of Appealsif: .

: The court or other authority in which the motion is filed de-

termines that the moving party is an aggrieved person, as defined ;

The Attorney General certifies to the Special Court of Appeals

that an adversary hearing would harm the national security or
compromise intelligence sources or methods; and ;

“The Attorney General certifies to the Special Court of Appeals
that no information obtained or derived from an electronic sur-
veillance has been or is to be used. _’ .

1f the above findings and certifications are made, the special court
«of appeals will stay the proceedings before the court or other authority
and conduct an ex parte, in camera inspection of the application, order
or other relevant material to determine whether the surveillance was
Tawfully authorized and conducted. :

The subsection further provides that in making such a determina-
tion, the court may order disclosed to the person against whom the evi-
dence is to be introduced the court order or accompanying application,
.or portions thereof, or other materials relating to the surveillance, only
if it finds that such disclosure is necessary to afford due process to the
-aggrieved person. - : ' '
It is to be emphasized that, although a number of different proce-
dures might be used to attack the legality of the surveillance, it is the
procedures set out in subsections (f) and (g) “notwithstanding any
other law” that must be used to resolve the question. The committee
wishes to make very clear that these procedures apply whatever the
underlying rule or statute referred to in the motion. This is necessary
‘to-prevent these carefully drawn procedures from being bypassed by
the inventive liticant using a new statute, rule or judicial construction.

Subsections (£) and (g) effect substantial changes from H.R. 7308,
a5 Introduced. The committee has adopted a suggestion of the General
‘Clounsel of the Administrative Office of the U.S. Courts in providing
‘that judicial determinations with respect to challenges to the legality
of foreign intelligence surveillances and motions for discovery concern-
ing such surveillances, where the Government believes that adversary
hearings or disclosure would harm the national security, will be made
by the special court orthe special court of appeals. Given the sensitive
nature of the information involved and the fact any judge might other-
wise be involved in situations where there would be no mandated
.security procedures, the committee feels it appropriate for such mat-
ters to be considered solely by the special courts.

Moreover, judges of the special courts are likely to be able to put
claims of national security in a better perspective and to have greater
confidence in interpreting this bill than judges who do not have occa-
sion to deal with the surveillances under this bill, and the Government
is likely to be less fearful of disclosing information even to the judge
where is knows there are special security procedures and the judge
-already is cognizant of other foreign intelligence surveillances. These






