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UNITED STATES DISTRICT COURT
NORTHERN DISTRICT OF TLLINOCIS
EASTERN DIVISION

MASTER FiLE NO. 0] C %933

INRE: AIMSTER COPYRIGHT ML, 1425
LITIGATION
JUDGE MARVIN E. ASPEN

DECLARATION OF PATRICK BRESLIN
IN SUPPORT OF PLAINTIFFS®
PROPOSED PRELIMINARY
INJUNCTION ORDER

X1 R P

1, Pewiok Breslin, the undersigned, declarc:

1. Iam the Chief Executive Officer of Relatable. I make this declaration in
support of Plaintiffs” Proposed Preliminary Injunction Order. I bave personal knowledge of the
foliowing facts, and if oalled and sworn as 8 wimness could and would testify competently thereta,

2. Based in Alexandria, Virginia, Relstable is a privately held company founded
in November 1993, Relawsble is # leading provider of advanced content identification and
personalization wechnologies for the digital delivery of audic sad video content. Relutabie’s
pateat-pending acoustic fingerpring technology (called TRM) is 2n industry leader in terms of its
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proven sbility 10 accuretely identify millions of digital audio files on & mass-market scale and is
able 10 do sa without significant negative impact on 2 large-scale nerwork’s perfarmance,

3. Inmy tole as Chief Erscutive Officer of Relagble, I am responsible for
Relatable’s overall management as wel . s business development and finance activities, These
incinde analyzing the business opportuaities for our gdvancad technology solutions, idemifying
customer prospects for softwase products such gs TRM acoustic fingerprint wechnology,
negoriating software license agreements and managing relationships with customers,

4. Relateble is not affilisted with any of the plaintiffs in this action and does not
have & business relwtionship with any plaintif?.

5. The defendanta in this case have sizted repeatedly 1n the news medis thas thers
is no way 10 prevent unawhorized content from being made availuble over their sysiems. To the
contrary, Relatmble has developed & product called TRM, which can be used, among many other
uses, tp identify digiml audio files that a user places in his or her “share foldes™ ona peer-lo-peer
(“P2P") file-trading system, such as the P2P systems cperated in this litigation. TRM allows
licensee to identify wiawhorized flles (s & user places in his or her “share faldar” so that it can
block them from being available to other users in the system. TRM can be implemerned in 2 P2P
system, as described below,

6. TRM software is 2 clieat-server solution. A layer of TRM softwere is
imegrued into a client application, such a3 a P2P application on the user’s PC, through which
TRM generates idemiticrs for song files users place in their “share folders.” The TRM tlient
Iayer scnds the identifiers (called “scoustic fingerprints™ and deseribed farther below) 10 3 TRM
server within the P2P netwark’s infrastructure, The TRM server commins a reference database of
ﬁngapﬁnmanddcmnﬁmwhcthertheﬂngapdmgcnmwd on the cliemt PC matches the

2
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1 | fingerprint of an existing recording in the database, to determine whether access 1o the user’s file
2 | should be allowed.
3
4 7. The largest scale usage of TRM way. when Napster integrated the 1echnology
5 | into j1s PZP network, w allow the robust identification of sudio comtent that users designated for
6 1 file sharing. These fingerprims were in furn used 1o allaw the filtering (using a “filter in™ model
7 { as described balow) of users® files, to prevent further file-sharing of copyrighted works not tndar
8 | Licecnse. TRM Bas also been used to identify radio swtion broadcasts, by generating radio sirplay
9 | logsinhe US and Europe, and for CD content idemification.
10
11 'S (8] Y
12
13 8. TRM is a technology that gencrates 8 unique “scoustic fingsrprint” for a digital
14 | audio fle thar is based cutirsly on the scoustical propemies of the recording the file represents.
15 1 Much Like a hurnan fingerprint, an acoustic ngerprint identifies with virtual certainty the
16 | recording’s unique acoustical properties.
17 |
18 9. The TRM scftware gencrates this acoustic fingerprint by anatyzing a large
19 | number of the acoustic properies of the sound conained in the digiwl audio file. TRM breaks
20 | down arecording into segments and then takes measurements of eenain acoustic properdes of
21 | cachaegmenr Using a special algorithm, the resulting measurements are wansiarmed into 8 code,
22 | which is unique 10 each recording, (An algorithm i simply & detailed sequence of actions that the
23 | software instructs the computer to perform 10 accomplich a specific tazk — here, the creation of the
24 ﬁngeq:xim.} Using this method, TRM generates a unique code (the fingesprint) for cach
95 | tecording, as well as for each digirized copy of any given recording of s song, with different
25 | codes for live wacks, remixes, and performances of the same work by different artists, Justasa
27 | person's fingerprint is much smaller than the entire person but stil} positively identifics the
28 | person, the fingerprint that TRM gencrates i sm;ch smaller than the recording itself, bocause the




Sep~i1=02 05:33m

S§P~;anzaaz BB L6 AN RELATBLE

O B W) B W b W N e

[P - ek s g b
aJ = - S~ S PR W R N

R T I

B N
w o~

From- o T-345 P61 F-818

Ruceived 09/89/2002 05:21Pn in 04:40 from 703 212 4%00 on Lline {51 * Pg 5/9

7T 212 sInd F.ax

fingerprint sxtracts only ceriain unique identifying information sbout the sonic propertics of the
recording. For example, an acoustic fingerprint for one song recording would be sbous 1500
bytes of datz, compared to sbout 3 megabytes of data (2,000 times the size of the fingerprint) for
the recording imelf in a compressed format, such as MP3, and 50 mogabytes of dase (over 30,000
imes the sizs of the fingerpring) for a song in an uncompressed digial format. This much smalier
size makes the 5ngarprim easy 1o store, send, and compare 10 ﬁngcrpﬁnts for other recordings,

10, Audie files can be digitaily encoded in 3 variety of formats, each of which
uses 2 particuler algorithm to compress the data to reduce the emount of space the file nses on the
computer, making it easier for the vser to hath store and wansfer the file. Some formats,
including MP3, reduce the size of the file by discarding unnecessary data, such 8s sound
frequensics thes are outside the rangs of human hearing. TRM can identify avdio filcs that have
been encoded using any of Yhe most popular digital sudic formats, including MP3, Ogg Vorbis,
Rxd, or Windows Modia Avndio.

11. 'TRM also idemifics digital audio files at widely varying bit mates. The bit
rete is the noynber of bits (smell pieces of data) that pass & given point in & network in & given
amount of time, usually & sccond. Thus, & bit redc is usually measured in some muldple of bits
per second - for example, kilobits, or thousands of bite per second (Kbps), The higher the bitrate,
the lerger the file and the better the sound quality. Users cen sct the bit rate at several different
levels, bt TRM will accurately idensify sudio atbit mies from the highest quality down to 16
Kbps or below, bit mtes that ars far below AM quality, for cxample. Users generally profer sudio

files compressed ar much higher quality bit rates, at Jeast 56Kbps and more oflen $6Kbps,
128Kbps or abovea.

12. Because it interprets the kind of audio informarion that humans sctaally hiees,
TRM can be used 10 identify an audio file regardless of whether the person providing the file has

accurately labeled the recording, or has labeled it az all, For example, TRM 1ecognizes the
4
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1 | recording, whether or nov the song title, ariss name, or other related information is accurate or
2 avaﬂ;ble.
3 .
4 13, Inregra! o the TRM system is 2 refercnce fingerprim datebase, which
) 's | consists primarily of fingerprims of digital audio files provided by companics tha: lizense TRM
6 | (for example, a record company that awns the copyrights 1o recordings). or obtaified from @ third
7 | party that has such datzbases, such as Loudcye, Muze, and Reciprocal, TRM creates a digital
8 ﬂwmofmhrowrdinsauppliedbyﬁwﬁmurtbirdpanyinfhcmannnrdzsm'bed
9 1 above, and stores thet fingerprim in the reference database.
10
11 14. The reference datsbase also includes “metadats™ associated with sach audio
12 | Fle. Metadatm is literally “dma about dats™ - inclading textusl information ke artist, title, album,
13 | and Iabel, and electronic data, such as wack durstion. Metadate can be mapped to the fingerprint
14 | ina database without affecting the qualiry of the sound. Thus, the efercnce Jatabase ingludes
15 | bvoth an audio fingerprint of each recording and associated metadata thes identifies the recording
16 | that has been fingerprinted.
17
18 15. TRM identifies an unknown digital recording by generating & fingsrprins of
19 ﬂ:xc-.m!mownmarding(inthesam:wayhgcnemedmeﬁngcrpﬁminﬂwmfcrmdmabm).
20 | and comparing that fingerprint at & very high speed to the fingerprints in the reference database.
21 | (In internal tests, @ commercial version of TRM was able 10 handic over 35000 fingerprint maiches
22 | per sceond, or up 1o billions of queries per day. Acmual mawch rates vary depending on the size of
23 | the fingerprint database. However, under real world conditions with many millions of
24 ﬁnmtsinadambw,TRMhasbcmpmmmhmdlequuyminthcthonsanﬁsper
25 | second per server. Adding szrvers to the sysiem proporﬁénmly ingresses the nurnber of querics
26 | the system can handle by an equal fastor,) If the fingerprint of the unknown recording matches 8
27 | fingerprim in the refcrence datebasc, TRM identifies the unknown recording 8s s copy of the
28 | matching recording in the reforence datbase. Ussing the metadarta stored in the reference database
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1 | along wirth the digital fingerprints, TRM identifies the unknown recording by antist, ritle, album,
2 { label, 2ic., depending on the availability and accuracy of such metadats in the dambese,
3
4 16. Ifthe fingerprint of the wiknown recording does nos march any fingerprint of !
S { & known recording in the reference detabase, TRM can, if desired, add the newly created '
6§ 1 fingerprint of the unknown recording to the reference dambase, ropether with any meadata
7 | associated with thay specific file,
8
9 IMPLEMENTATION TN A P2P SYSTEM
10
11 17. 1am familiar with P2P gystems generally, including the defendants’ P2P
12 | systems through news articles and other publicly available informertion. Iam generally familiar
13 | with the architecture of the systemns and their mode of operanon.
14
15 18. TRM software solutions are availgble to license, including to defendants.
16
17 19. TRM can operate in two different ways 1o enable recordings 10 be blocked
18 | from being made available withont suthorization from the copyright holder on defendanty' P2P
19 | systems, First, TRM can create a reference datsbase of fingerprints of recordings thet are
20 | authorized for distriburion. Then, when TRM compares the fingerprimis of recordings that P2P
21 | users make available 1o 21l of the fingerprinm In thar reference database, if the fingerprint of an
22 | svailsbie recording maiches a fingerprint in the reference dambase, the P2P sysiem will permit
23 | the recording to be gvailable 10 other users, but, if there is no match, the P2P sysiem will block
24 } the recording from being made available. This is commonly known 83 8 “filver-in” meshanism.
25 | This is easentially a highly automated way for cach user of the P2P system 10 seek permission
26 | from the rights holders before making a copyrighted recording availehle.
27
b
6




Sep~I1-02 (5:34pm  From- T T-345 P.64 F-818

Receives 09709/2002 05:21PN in 04140 from 703 212 <900 on tire {51 ~ Py B/9
SEFP-1O-2BB2 @St 7 AM RELATBLE TRE 212 4960 P.28

20, Aherpatively, TRM cen cresto a reference datsbase of fingerprines of
protecied recordings, i.c., tecordings that are not suthorized 1o be made available to other users in
the P2P system, In this scenario, when TRM compares the fingerpriss of recordings that P2P
users make svailable 1o all of the fingerprints in thar reference datbase, if the fingerprim of the
offered recording marches s fingerprint in the referzace database, the P2P sysrem will block the
offered recording from being availabis 10 oter usors, bt if there is no match, will permit the
offered recording 1o be available 10 other users. This is commonly known a3 2 "filter-out”
mechenism. In 2 modified form, & “filier-oWt™ sysiem would track the uamatched recordings that

are available, via the acoustic fingerprint, to allow for future compensation of copyright holders
10 | for »ll dismibution of the digital recording

[T S T N T U

12 21. ‘TRM could be uzed in a P2P system withowr any significant degradation in
13 | the system in different ways depending on the architecture of the system itself, The TRM servers
14 | ace designed to fimetion in a scalable clusier, where the system can increase the number of

15 | queries per second iy can handle by aimply adding sdditional servers to the cluster. This allows a
16 | cenmai cluster of only a dozen servers to bandle tens of thonsands of queries per second, which
17 1 reduces 1o a minimum any potential natwork degradation for introducing contemt identification in
18 | acemral fashionto a P2P nciwork. Additionally, it is possible w develop a distributed version of
15 | TRM. for dscenmalized P2P nerworks, which would ailow the distribution of tha comient

20 | identification database and rezolution tasks throughout the F2P actwork. In both ceses, due o the
21 | inherent scalebility and spesd of TRM, integration with 3 network performing even billions of
22 | transactions per day is feasib"!t.

24 2% Because of the broed range of acousti¢ propermies that TRM uses w crzuic the
28 ﬁngerptint,Iheﬁeveﬂm;nycﬂ'onmﬂmmnudinrscnrdingwcimmvemmmdhmm
26 | be so significant thet it would audibly degrade the quality of the andio file.
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1 I declare under penalty of perjury under the laws of the United States of Americs
that the foregoing is true and corvect. Executed on Seprember 7, 2002, a1 Alexandris, Virginie,

PATRICK BRESIIN
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