Tips for Talking to the Police
THE POLICE WANT TO SEARCH MY SERVER, PERSONAL COMPUTER, OR PHONE. WHAT DO I DO NOW?

Don’t consent to a search.
- Say “No,” and tell the police to come back with a warrant.
- If you voluntarily agree to a search, police don’t need a warrant to enter your house or search your computer.

Ask to see a search warrant.
- If the police say they have a warrant, you should ask to see it and check that it lists the correct name, address, and is signed by a judge.
- Make sure police are only searching the areas the warrant authorizes them to search.

You can stay silent.
- You don’t have to speak to the police. Anything you tell them can be used against you.
- You don’t have to give your encryption keys or passwords to the police. But, be prepared to surrender your devices if they are named in a warrant and to possibly be detained.
- If you decide to talk to the police, tell them the truth—lying to the police is a crime.
- Once the police are searching your home or digital device, don’t interfere or obstruct their search, but know that you don’t need to help them in their search.

Talk to a lawyer.
- If the police want to search your home, your business, or your electronic devices—or even just talk to you—you should talk to a lawyer before any search or discussion with the police, if possible.
- A lawyer can help you deal with the police, and may be able to help you get back any electronic devices the police took from you while searching.

The Electronic Frontier Foundation is the leading nonprofit defending digital privacy, free speech, and innovation. https://eff.org